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Dodatno vsebinsko pojasnilo - primeri možnih projektov oziroma scenarijev uporabe

Opisi scenarijev uporabe ne predstavljajo fiksnega ali izčrpnega seznama možnih projektov v IPCEI CIC. Služijo kot ilustrativni primeri področij, ki bi jih lahko zajemali projektni predlogi.

Primer scenarija uporabe št. 1: Infrastruktura v bližini (near-premises), ki jo upravlja ponudnik telekomunikacijskih robov

Infrastruktura »v bližini« (near-premises), kot so vozlišča telekomunikacijskih robov, so porazdeljena računalniška vozlišča, ki so neposredno integrirana v omrežje telekomunikacijskih operaterjev, zagotavljajo računalniško zmogljivost za aplikacije tretjih oseb in omogočajo izjemno nizko latenco za optimizacijo povezljivosti, ki zagotavlja neposredno povezavo z generatorjem podatkov-potrošnikom in uporabnikom prek mobilnih omrežij ponudnika, kar omogoča naprave in storitve s SIM-kartico s 5G in robom. 

To bi lahko omogočilo nove primere uporabe z zahtevami za:
· Nizko latenco 
· Zanesljivost povezljivosti
· Varnost, zasebnost podatkov in suverenost podatkov, ki se prenašajo iz lokacije v bližini, potencialno z namenskim usmerjanjem/rezinami

Infrastrukture v bližini prostorov (near-premises) omogočajo nove storitve, ki združujejo omrežne storitve z porazdeljeno računalniško zmogljivostjo blizu generatorja podatkov in potrošnikov: (1) optimizirano usmerjanje prometa, izbira najboljše poti in najbližje robne lokacije za vsakega uporabnika za zmanjšanje zakasnitve, tveganj za zasebnost podatkov (zaradi zmanjšanega pretoka podatkov) in omrežnega prometa; (2) prilagojene poti podatkovnega prometa, na način, da se zagotovi, da podatki potujejo le skozi dovoljena območja in omrežja; (3) kakovost storitve omrežja (QoS) na zahtevo (on demand); (4) izboljšana mobilnost za uporabnike zaradi porazdeljene prisotnosti telekomunikacijskih robnih vozlišč in povezljivosti. 

Infrastrukturne zmogljivosti za bližnje prostore, kot je Telco-Edge, imajo to konfiguracijo:
· Računalniški strežniki s pospeševalniki umetne inteligence, vključno z grafičnimi procesorji za obdelavo delovnih obremenitev umetne inteligence,
· Omrežna integracija med različnimi ponudniki omrežij, da se lahko doseže več vozlišč v različnih državah prek mobilnih omrežij (5G, optično omrežje) vsakega operaterja
· Omrežne komponente, ki so nameščene skupaj z računalniškimi strežniki, kot so UPF-ji, varnostni prehodi
· Podatkovni centri z ustrezno varnostjo, hlajenjem, razpoložljivostjo napajanja, visoko pasovno širino in visoko razpoložljivo povezljivostjo.
· Pomembno je upoštevati tudi programsko opremo, potrebno za orkestracijo infrastrukture, vključno z upravljanjem celotnega življenjskega cikla robnih aplikacij, konfiguriranjem in optimizacijo omrežnih poti itd.

Primer scenarija uporabe št. 2: Sateliti za tovarne umetne inteligence ali gigatovarne umetne inteligence

Sateliti za umetno inteligenco so porazdeljene (distribuirane) infrastrukture v oblaku, ki dopolnjujejo velike, centralizirane podatkovne centre s ponujanjem storitev usposabljanja, natančne sinhronizacije in sklepanja za manjše ali specializirane modele. Postavljeni na različnih ravneh kot regionalna središča umetne inteligence naslavljajo povpraševanje zunaj LLM ali LRM, hkrati pa ostajajo dostopni organizacijam različnih velikosti.

Ti sateliti so del ekosistema storitev v oblaku in umetne inteligence, ki zagotavljajo storitve, potrebne za verigo vrednosti umetne inteligence. Kot taki običajno dopolnjujejo storitve tovarn umetne inteligence in gigatovarn umetne inteligence, s katerimi so povezani v smislu interoperabilnosti. Medtem ko se satelit lahko osredotoča na storitve, kot sta predobdelava podatkov v skladu z zahtevami glede zasebnosti, bodo tovarne umetne inteligence zagotavljale zmogljivost dostopa na zahtevo in usposabljanje velikih količin podatkov javnega značaja, ki si jih delijo organizacije za namen sodelovanja. Povezava je običajno izvedena s standardiziranimi API-ji.

Za razliko od velikih tovarn umetne inteligence, ki dajejo prednost modelom marginalne velikosti, se lahko sateliti umetne inteligence osredotočijo na specifične panoge in primere uporabe. Stranke v določenih panogah imajo lahko specializirane računalniške ali podatkovne zahteve, ki jih satelit lahko izpolni v edinstvenem položaju. Ti sateliti lahko zagotavljajo tudi regionalno pokritost, npr. za industrijske regije. Z razvojem načrtov za izvedbo (ki temeljijo na prvih izvedbah) je mogoče doseči učinkovite zmogljivosti uvajanja in zagotoviti močno sodelovanje med ponudniki iz različnih držav članic. Z uravnoteženjem delovne obremenitve med ponudniki satelitov bo doseženo infrastrukturno omrežje po vsej EU.

Posledično scenarij satelitov za tovarne umetne inteligence v glavnem zagotavlja usposabljanje majhnih in srednje velikih modelov, naknadno usposabljanje, fino nastavitev, gostovanje modelov, zrcaljenje »Huggingface itd«. Scenarij naj bi bil zelo pomemben za evropske vodilne ponudnike, ponudnike podatkovnih centrov in storitev v oblaku, pa tudi za mala in srednje velika podjetja, zagonska podjetja, pobude kampusov in projekte v industriji blizu raziskav.

Primer scenarija uporabe št. 3: Avtonomna vožnja in napredni sistemi za pomoč vozniku
Scenarij uporabe za avtonomno vožnjo in napredne sisteme za pomoč vozniku je eden najbolj kompleksnih glede na vrsto uporabljenih tehnologij in predstavlja pomemben napredek za avtomobilsko industrijo. Potrebne tehnologije obravnavajo funkcionalnosti za kritična varnostna vprašanja s ciljem znatnega zmanjšanja števila nesreč, ki so posledica človeških napak, kot so motnje, utrujenost ali zapoznele reakcije. Poleg tega te tehnologije izboljšujejo optimizacijo prometnega toka in s tem zmanjšujejo porabo goriva ali energije. Obravnavati je treba integracijo in učinkovito uvajanje teh naprednih rešitev umetne inteligence v vgrajene (v vozilu) in robne računalniške platforme. Zato bo razvoj integrirane, celovite verige orodij bistvenega pomena za neprekinjeno usposabljanje, simulacijo, testiranje in validacijo modelov umetne inteligence skozi celoten življenjski cikel razvoja.

Varne in zanesljive komunikacijske tehnologije, skupaj z robustnimi praksami kibernetske varnosti in strogimi ukrepi za varstvo podatkov, so ključnega pomena za zagotavljanje varnosti in zanesljivosti avtonomnih sistemov. Zahteve glede infrastrukture vključujejo komunikacijo, shranjevanje podatkov in računalništvo. Komunikacija s platformami za robno računalništvo vključuje dve kategoriji prenosa podatkov: ad-hoc komunikacijo, ki jo sestavljajo manjši podatkovni paketi, npr. pod 1 MB (za sprožilce ali ciljno usmerjene poizvedbe), in načrtovano komunikacijo, ki vključuje velike podatkovne pakete velikosti 1 GB ali več, kot so posodobitve po brezžičnem omrežju, podatki meritev in dnevniki.

Vgrajene računalniške zmogljivosti za avtonomno vožnjo običajno zahtevajo procesorsko moč, ki presega 2 TFLOPS ali 200 TOPS. Dodatni računalniški viri so bistveni, tako na robovih omrežja kot v oblaku, za simulacijske in validacijske procese, npr. zaradi varčevanja z energijo in viri, pri čemer se funkcije, ki niso povezane z varnostjo, prenesejo iz vozila v oblak. Zato je robno računalništvo, ki temelji na prometni infrastrukturi, pomemben vidik računalniških virov za usposabljanje umetne inteligence in bi moralo podpirati osnovne delovne obremenitve za manjše dejavnosti usposabljanja, npr. tiste, ki zahtevajo več kot 1000 grafičnih procesorjev. Ti se običajno uporabljajo za predrazvoj, manjše posodobitve modelov in sorodne naloge. Viri računalništva v oblaku, npr. tovarne umetne inteligence, so potrebni za delovne obremenitve v konicah, ki vključujejo občasne obsežna usposabljanja, npr. tiste, ki zahtevajo več kot 10.000 grafičnih procesorjev.

Primer scenarija uporabe št. 4: Scenarij ničelnega zaupanja za ohranjanje zasebnosti in obvladljivo večplastno izvajanje na robu omrežja

Cilj tega scenarija je lokalizirati vso obdelavo zasebnih in občutljivih podatkov – vključno z izdajanjem preverljivih poverilnic (VC), razreševanjem identitet in preverjanjem – na robu omrežja, v skladu s strogimi zahtevami glede upravljanja podatkov in suverenosti. V oblaku bodo shranjeni le neobčutljivi metapodatki, sheme poverilnic in definicije politik zaupanja, kar zagotavlja ničelni odtis osebnih podatkov v centraliziranih infrastrukturah.

Združeni okvir upravljanja bo pomagal nadzorovati vse tokove podatkov in interakcije med oblakom in robnimi ravnmi, kot sta metro-rob ali bližnja lokacija. To vključuje natančen nadzor dostopa, namensko omejena dovoljenja in popolnoma soglasne premike podatkov, omogočene z varnostnim modelom ničelnega zaupanja in uveljavljanjem mehanizmov dokazovanja ničelnega znanja, kjer je to primerno. Vse izmenjave podatkov bodo kriptografsko podpisane in časovno žigosane, da se zagotovi možnost revizije, vendar brez ogrožanja suverenosti ali lokalnosti občutljivih podatkovnih sredstev.

Za zagotovitev semantične preglednosti in sledljivosti bo arhitektura integrirala ontologijo identitet in entitet, vključenih v vse ravni (izdajatelji, imetniki, preverjevalci, registri in vozlišča upravljanja), ki temeljijo na slovarjih, usklajenih z vozlišči W3C in verige blokov. Ta ontologija bo podpirala avtomatizirano sklepanje in uveljavljanje politik med izvajanjem, kar bo omogočilo samoopisne in samorevidirajoče transakcije ter dokazila o skladnosti
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